
Implementing Proactive Cybersecurity
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Waite SLTS 
Services & 
Background 
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2022

•Governance in 
Cybersecurity

•Youth 
Cybersecurity 
Training

•Aerospace 
& Nuclear 
Compliance 
Consulting

2021

•Warrior Rising 
Pitch

•Platform at 
Greer Pitch

•Consulting 6 
business 
clients' of 
SCMEP for 
CMMC getting 
to level 3

2020

•Business 
Registration

•First Contract 
(Pre-Covid-19)

•Business 
Mentoring & 
Coaching



Fun Facts about 
Shelly

Author of 
Cybersecurity 
Hygiene

Taught 20+ youth of 
Wired Minds summer 
camp

Grandfather helped 
with the design of 
ATARI

DURING MY TIME IN 
THE MILITARY, 
"VOLUNTOLD" TO DO 
INFORMATION 
ASSURANCE FOR 
EACH SQUADRON



Areas of 
Cybersecurity

• Actual drawing of your network

Wifi/Internet/Network

Hardware/Software

Contracts & Governance

Internet of Things/Devices

etc.



Online Polling 
Question #1



Implementing 
Proactive 

Cybersecurity 

Access

Identification & Authentication

Media Protection

Physical Protection

Systems & Communications Protection

Systems & Information Integrity 



Access

Who and how can visitors 
and employees enter your 
building and is it the most 
secure method?

Is there a policy in place on 
how to post public 
information?

Which users and devices are 
allowed to connect to your 
internet network?



Identification
and 

Authentication

Who do you let access your network 
and how are they identified?

How are users on your network 
authenticated? (i.e. pin, password, 
fingerprint)

Why do you let users use the network 
is where is the reason for why you are 
letting them use it, where is it clearly 
documented? How often is the 
update?



Media 
Protection

How is media secured and 
protected? Does any media 
need layers of protection?

How is media with special 
importance delivered?

What are the processes or 
procedures for destroying 
intellectual property?



Physical
Protection

Who and how can visitors 
and employees enter your 
building and is it the most 
secure method?

Is there a policy in place on 
how to post public 
information?

Which users and devices are 
allowed to connect to your 
internet network?



Systems &
Communications

Protection

Who and how can visitors 
and employees enter your 
building and is it the most 
secure method?

Is there a policy in place on 
how to post public 
information?

Which users and devices are 
allowed to connect to your 
internet network?



Systems &
Information 

Integrity

Who and how can visitors 
and employees enter your 
building and is it the most 
secure method?

Is there a policy in place on 
how to post public 
information?

Which users and devices are 
allowed to connect to your 
internet network?



Online Polling 
Question #2



How to 
IMMEDIATELY 
Implement 
Cybersecurity 



What to do next..

Resources
• Basic Security Pre-Gap 

Analysis:

Shelly
• Email: 

Shelly@waiteusa.com
• Phone:
• (864)383-0991

Book Purchase
• http://thebp.site/330571


